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| В Следственный отдел СУ Следственного комитета РФ по\_\_\_\_\_\_\_\_\_\_ (по месту жительства)От: ФИО\_\_\_\_\_\_\_, проживающего по адресу:Паспорт:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_адрес электронной почты:телефон:  |

ЗАЯВЛЕНИЕ

о привлечении к уголовной ответственности

Прошу привлечь к уголовной ответственности неустановленных лиц, виновных в незаконном получении, использовании и разглашении персональных данных моего несовершеннолетнего ребенка \_\_\_\_\_ФИО, г.р., в \_\_\_\_\_\_\_(*указать электронный ресурс, где были разглашены данные*).

Считаю, что указанными лицами в отношении моего несовершеннолетнего ребенка совершено противоправное деяние по признакам преступления, предусмотренного ст. 137 Уголовного кодекса РФ (далее- УК РФ), а именно.

В период «\_\_\_»\_\_\_\_\_(*или указать точную дату*) мне стало известно, что персональные данные моего ребенка из информационных систем и порталов\_\_\_\_\_\_\_\_\_\_(*указать порталы в сфере образования, где был зарегистрирован ребенок*) опубликованы без моего ведома и согласия в чат-боте в соцсети Telegram (*или иной соц сети, на сайте*), что подтверждается скриншотами в приложении к настоящему заявлению.

Незаконно разглашены следующие личные данные моего ребенка\_\_\_\_\_\_\_\_\_\_\_\_\_(*перечислить*).

Таким образом, произошла утечка, либо хищение персональных данных ребенка с противоправными целями, либо целенаправленная противоправная передача персональных данных ребенка третьим лицам.

Считаю, что в данном случае имеются основания для возбуждения уголовного дела по ст. 137 УК РФ, поскольку указанным противоправным деянием была нарушена неприкосновенность частной жизни моего ребенка, так как на основании указанной незаконно разглашенной информации можно идентифицировать конкретное лицо, то есть моего ребенка.

Также прошу провести проверку по иным составам преступлений, которые могли совершить указанные лица.

Действия лица, похитившего персональные данные, подлежат квалификации по ст. 272 УК РФ – неправомерный доступ к охраняемой законом компьютерной информации. При использовании в целях получения персональных данных вредоносных компьютерных программ подлежит вменению также ст. 273 УК РФ.

Сотрудник организации, нарушивший правила эксплуатации средств хранения, обработки или передачи персональных данных либо информационно-телекоммуникационных сетей и оконечного оборудования, а также правила доступа к информационно – телекоммуникационным сетям, если это деяние повлекло уничтожение, блокирование, модификацию либо копирование персональных данных, может нести ответственность по ст. 274 УК РФ. Нарушение правил эксплуатации могло выражаться, например, в отказе от использования антивирусного программного обеспечения, обработке конфиденциальной информации вне рабочего места и т. д.

В качестве доказательств мною могут быть представлены:

   скриншоты \_\_\_\_\_\_\_\_\_(указать какие именно, описать их кратко)

   На основании изложенного ПРОШУ:

 провести проверку по вышеуказанным фактам и в случае их подтверждения возбудить уголовное дело по ст.137 УК РФ

Сведения о нарушителях: указать все, что известно – адреса сайтов, ай пи адрес, соцсети и тп

Приложение:

Копия паспорта

Копии скриншотов с сайтов

"\_\_\_"\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 20\_\_\_ г. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

 (Дата подачи жалобы) (Подпись, Ф.И.О.)