В ГБОУ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

От \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,

проживающего (-ей) по адресу:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Тел.: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**ЗАЯВЛЕНИЕ**

**о запрете использования системы видеонаблюдения и (или) видеораспознавания лиц для идентификации ребенка**

Я, \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (ФИО), на основании п. 1 ст. 64 Семейного кодекса РФ являюсь законным представителем несовершеннолетнего/ней\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_(\_\_\_\_ г.р.).

В Конституции РФ за каждым гражданином закреплено право на неприкосновенность частной и личной жизни (статья 23).

Согласно п. 1 ст. 3 Федерального закона «О персональных данных» от 27 июля 2006 г. №152-ФЗ «персональными данными является любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу».

В соответствии с ч. 1 ст. 11 ФЗ «О персональных данных» «Сведения, которые характеризуют физиологические и биологические особенности человека, на основании которых можно установить его личность (биометрические персональные данные) и которые используются оператором для установления личности субъекта персональных данных, могут обрабатываться только при наличии согласия в письменной форме субъекта персональных данных, за исключением случаев, предусмотренных [частью 2](http://www.consultant.ru/document/cons_doc_LAW_286959/7336c78762a98b5f4f698b8c3800dca1111acc16/#dst100306) настоящей статьи».

Согласно ч. 1 ст. 9 ФЗ «О персональных данных» «субъект персональных данных принимает решение о предоставлении его персональных данных и дает согласие на их обработку **свободно, своей волей и в своем интересе**. Согласие на обработку персональных данных должно быть **конкретным, информированным и сознательным**».

Статьей 3 Федерального закона «Об образовании в Российской Федерации» от 29.12.2012 № 273-ФЗ провозглашен приоритет жизни и здоровья человека, прав и свобод личности.

Образовательная организация обязана создавать безопасные условия обучения (п. 2 ч. 6 ст. 28 Федерального закона от 29.12.2012 № 273-ФЗ).

При этом именно образовательная организация несет ответственность за жизнь и здоровье детей (ч. 7 ст. 28, ч. 2 ст. 41 Федерального закона от 29.12.2012 № 273-ФЗ).

Обращаем внимание на то, что в соответствии со ст. 43 Конституции РФ **всем гражданам гарантируется общедоступность и бесплатность общего и среднего профессионального образования** в государственных образовательных организациях, и ни один закон не закрепляет возможность ограничений в образовании при отказе от обработки биометрических персональных данных обучающихся. Решение о пределах обработки персональных данных граждане принимают в зависимости от своих убеждений. В ст. 24 Конституции РФ закреплено право каждого «иметь убеждения и действовать в соответствии с ними».

Пунктом 30 Требований к антитеррористической защищенности объектов (территорий) Министерства просвещения Российской Федерации и объектов (территорий), относящихся к сфере деятельности Министерства просвещения Российской Федерации, утв. Постановлением Правительства РФ от 02.08.2019 N 1006, предусмотрено, что система видеонаблюдения с учетом количества устанавливаемых камер и мест их размещения должна обеспечивать непрерывное видеонаблюдение уязвимых мест и критических элементов объекта (территории), архивирование и хранение данных в течение одного месяца.

Однако наш класс таковым объектом не является, напротив, непрерывное наблюдение за детьми нарушает их право на невмешательство в частную жизнь, право на уважение человеческого достоинства, а также - на защиту персональных данных.

Между тем, в нарушение требований закона, в ГБОУ СОШ/ГБДОУ №\_\_\_\_отсутствует отдельное положение (локальный акт) о видеонаблюдении в \_\_\_\_классе/группе, при этом в нарушение закона, Управление Роскомнадзора школой/дошкольным учреждением не было уведомлено о дополнительном сборе персональных данных и дополнительном видеонаблюдении в классе/группе.

Система видеонаблюдения должна соответствовать требованиям стандартов, нормам и правилам комплексной безопасности объектов социальной инфраструктуры, установленным законодательством и нормативно-правовыми актами РФ (п. 3 Приложения N 3 к Методическим рекомендациям Минпросвещения России).

Организация системы видеонаблюдения, в том числе ее создание и (или) модернизация, осуществляется в соответствии с проектной (рабочей) документацией (проектным решением), разрабатываемой в соответствии с особенностями функционирования школ, а также применением соответствующего оборудования и средств. Создание и (или) модернизация системы видеонаблюдения включает в себя работы по закупке и поставке оборудования и средств, а также проведение их пусконаладочных и необходимых строительно-монтажных работ (п. п. 4, 5 Приложения N 3 к Методическим рекомендациям Минпросвещения России). Указанные требования также не были соблюдены. В случае если система видеонаблюдения позволяет отслеживать деятельность сотрудников школ на рабочем месте или в иных помещениях, закрытых для общего доступа, такое наблюдение считается обработкой персональных данных (п. п. 8, 9 Приложения N 3 к Методическим рекомендациям). Обработка персональных данных без согласия субъекта персональных данных не допускается.

Настоящим заявлением **запрещаю видеосъемку во время образовательного процесса, обработку персональных данных и биометрических персональных данных моего ребенка, в том числе для использования в системе видеораспознавания лиц в образовательной организации в отношении моего ребенка \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (\_\_\_\_\_ г.р.),.**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ /\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/